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Abstract
Sharing photos of strangers, sometimes with additional alter-
ations (e.g., overlaying text captions to create memes), has
become commonplace online. Such photos often go ‘viral’
because of their humorous aspects and reach a large audi-
ence. Such widespread attention, however, can pose signif-
icant risks to the privacy of the people appearing in them.
Interventions such as encouraging photo-sharers to consider
the consequences of their sharing may be a viable approach to
restrict the circulation of such photos, but requires understand-
ing how individual differences affect photo-sharing behaviors.
In this study, we investigated how the humor style of a person
dictates their photo-sharing behaviors. Our results suggest
that humor style is a significant predictor of the likelihood to
share memes. In particular, our finding suggest that people
with a more aggressive and self-deprecating style of humor
are most likely to violate the privacy of others when sharing
photos online. Our findings have implications for the design
of effective strategies based on personal characteristics to dis-
courage the sharing of photos that can violate others’ privacy.

1 Introduction

Sharing photos is becoming a dominant form of communi-
cation over online social media, as indicated by the unprece-
dented growth in the number of photos shared every day [36]
as well as traditional social media (e.g., Facebook) being
outpaced in popularity by photo-sharing applications (e.g.,
Instagram and Snapchat) [16, 25]. Users of these platforms
not only post their own photos but also engage in (re-)sharing
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photos posted by their social contacts, often with a larger audi-
ence, and sometimes even posting these photos publicly. Such
sharing of photos poses privacy risks to the people appearing
in those photos in many ways. Photos shared on social media
can reach people outside of the ‘imagined audience’ [3, 24]
and may lead to ‘context collapse’ [6, 7, 28]. Often photos
of strangers are used for a completely different purpose than
originally intended and in different contexts, e.g., memes,
which have become a popular source of entertainment in re-
cent years. Memes are made using humorous or embarrassing
photos, possibly with further alterations such as overlaying
text capations that are often derogatory to the photo-subjects.
There have been many occasions where people appearing
in memes were maligned or embarrassed in front of a large
audience, leading to psychological distress and disruption in
their professional and personal lives [5, 33].

Technical solutions have been implemented in online plat-
forms to limit the dissemination of a shared item to the in-
tended audience. For example, Facebook allows users to spec-
ify who can view a shared photo. But such mechanisms cannot
prevent one from re-sharing an item with a larger audience
on the same or different platforms. In the case of multiple
people co-owning a photo (e.g., a group photo), researchers
have identified mechanisms to enable negotiations among
the co-owners who differ in their sharing or privacy prefer-
ences [37]. Such solutions, however, are not applicable while
sharing photos of strangers (e.g., memes) as they cannot effec-
tively exercise ownership even though they are the subjects in
the photos being shared. To prevent privacy violations created
by sharing photographs of people without their consent or
knowledge on social media, a promising approach might be
to raise awareness among the users of such platforms – people
who create, propagate, and consume content – regarding how
their activities may harm others’ privacy and encourage them
to adopt privacy-respecting behaviors.

Behavioral interventions have been employed to help peo-
ple make ‘better’ decisions regarding privacy and security
in many contexts (see work by Acquisti et al. [2] for a re-
view). But their success has been limited as the interventions



were generic and designed without considering individual
differences [22]. In the context of sharing photos of strangers,
Amon et al. found surprisingly that nudges designed to reduce
the sharing of photo-memes amplified unintended behavior —
participants who were primed to consider the photo-subjects’
privacy demonstrated a higher sharing likelihood compared to
the control group [4]. This finding highlights the necessity of
systematic studies to discover what photo-specific, personal,
and contextual factors influence photo-sharing behaviors and
how they interact with individual differences so that more
directed and personalized interventions can be invented.

In this paper, we seek to understand whether individual hu-
mor styles – why one uses humor (e.g., to enhance the self or
to please others) and the type of humor used (e.g., benevolent
or disparaging) [26] – influences the sharing of photos of other
people. Our ultimate goal is to design personalized interven-
tions to elicit privacy-respecting behaviors such as reduced
sharing of photos that may violate others’ privacy and encour-
age the adoption of privacy-enhancing tools, e.g., obfuscating
people in photos [19, 20] depending on their roles [18] to
protect their privacy. Through an online experiment, we col-
lected data about participants’ decisions (N=152) to share
photo-memes as well as their past history of sharing other
people’s (both familiar people and strangers) photos on social
media. Additionally, individual humor style was measured
using the widely popular Humor Style Questionnaire [26].

After clustering the participants based on their scores along
four dimensions of humor [26], we measured the group dif-
ferences in photo-sharing behaviors. We found that the type
of humor as well as valence of photos (whether the photos
portray the subjects positively or negatively) can affect shar-
ing behaviors. In particular, we found that participants with
a more aggressive and self-deprecating style of humor were
more likely to share ‘very negative’ photos of other people.
These results indicate that generic interventions to discour-
age the sharing of sensitive photos are unlikely to succeed at
scale since advancing social connections are among the most
important motivations for sharing photos online [29] and how
people use humor to initiate or strengthen social relationships
depend on their humor types [26].

2 Background and related work

Prior works examining the effects of individual differences
on social media usage and information-disclosing behaviors
have mostly focused on the Big Five personality traits [14].
For example, several researchers reported that ‘extraversion’
and ‘openness’ to new experiences were positively correlated
with social media usage, while ‘emotional stability’ was a
negative predictor [11,31]. Ryan and Xenos further suggested
that Facebook users were less ‘conscientious’ and socially
lonely [31]. Moore and McElroy reported that people high in
‘conscientiousness’ made significantly fewer posts on Face-
book about themselves and others [27]. Additionally, these

people expressed more regret about posts with inappropriate
content than did less conscientious users, and this was also
true for ‘agreeableness’ [27].

Regarding privacy concerns in the context of online social
media, researchers have studied how they differ across gender
and age [9,10,21,34,35]. These works suggest that women are
more privacy concerned [21, 34] and risk-averse [9, 10] than
men while older people are more concerned about privacy
risks [39, 40] and proactively protect their data compared to
younger adults [39]. More relevant to the current work, Amon
et al. employed a shorter version [30] of the original question-
naire for the five-factor model, but did not find any association
between personality traits and concerns for others’ privacy in
the context of photo-sharing. Critically, we did not find any
research investigating how different humor styles [26] cor-
respond to photo-sharing behaviors and concerns for others’
privacy, even though individual humor style was extensively
studied and shown to be associated with other relevant indi-
vidual characteristics such as empathy [17], pro-social [13]
and narcissistic [38] behaviors, and cyberbullying [32].

Below, we briefly outline the four dimensions of humor
as discovered by Martin et al. [26] before describing their
relevance in the context of photo-sharing and privacy:

Affiliative humor. Individuals who are high on this di-
mension tend to use harmless humorous content to enter-
tain others with the goal of creating new or nourishing
existing social relationships.
Self-enhancing humor. This dimension involves using
benign humor to please the self.
Self-defeating humor. Individuals high in this dimension
attempt to please others using self-disparaging humor.
Aggressive humor. This dimension of humor relates to
the use of sarcastic, ridiculous, and disparaging humor with-
out regard for its potential impact on others.

Creating new social connections and strengthening existing re-
lationships are among the most important reasons for sharing
photos online [29], and people with high levels of ‘affiliative’
and ‘self-defeating’ humor are more likely to pursue these
goals. People high in ‘affiliative’ and ‘self-enhancing’ hu-
mor are also more likely to possess empathy for others [17]
and exhibit pro-social behaviors [13], and thus are probably
more likely to have higher concerns about others’ privacy.
In contrast, people high in ‘aggressive’ humor may engage
in sharing embarrassing photos or memes of others, disre-
garding the consequences of their actions. Finally, memes are
created and shared mostly because of their humorous aspect,
as confirmed by Amon et al. [4], providing further support
to the appropriateness of studying photo-sharing preferences
through the lens of individual humor styles.

3 Method

Survey instrument and stimulus dataset. We conducted
an online survey based experiment, where participants were



shown 98 photo-memes (collected by Amon et al. [4]) in ran-
dom order. As in Amon et al.’s study, participants were asked
“How likely are you to share this photo on social media?.”
Sharing-likelihood was measured using a 7-point Likert item
(-3 = Extremely unlikely to 3 = Extremely likely). Each of
these photos belonged to one of the four valence groups –
‘very negative’, ‘negative’, ‘positive’, and ‘very positive’ – de-
pending on its ‘valence score’ (i.e., whether it portrays the
people appearing in it in a positive or negative light). The
‘valence score’ was computed as the average of ratings for
each photo provided by 400 participants in a separate study
conducted by Amon et al. [4].

Next, participants answered the 32 questions taken from
the Humor Style Questionnaire [26] and the following three
questions that were designed to measure their past history of
sharing other people’s photos on social media including those
that may have violated the photo-subjects’ privacy:

Q1. Have you ever shared an embarrassing picture online of
someone else you know?

Q2. Have you ever shared an embarrassing picture online of
a stranger (someone that you do not personally know)?

Q3. Have you ever posted a picture of a stranger (i.e., some-
one you do not personally know), which may have vio-
lated his or her privacy?

Participants responded to these questions by selecting one
of the three options: ‘Yes’, ‘No’, and ‘Maybe’. The survey
also included questions about social media usage (e.g., num-
ber of social media accounts and frequency of visits).

The survey was implemented in Qualtrics [1] and partici-
pants were recruited through Amazon’s Mechanical Turk [8]
service. Responses from 152 participants were recorded
(43.9% female, 55.8% male). A majority of them were be-
tween the ages of 30–49 years (98, 64%), followed by 18–29
years (27, 18%), 50–64 years (25, 16.5%), and 65 years or
older (2, 1.6%). The median completion time for the survey
was 37 minutes while 75% of the participants completed it
within 49 minutes. Participants were paid $5 for their time.

Method of analysis. Following prior work [12,23], first we
conducted a cluster analysis to group the participants based
on their scores along the four dimensions of humor style.
In agreement with these previous studies [12, 23], we found
that a three-clusters structure was most appropriate based on
the ‘elbow-method’ [15]. The z-scores of the cluster means
along those dimensions are shown in Table 1. Cluster 1 has an
above-average amount of all four humor styles, while Cluster
2 has below average scores in all humor styles. Cluster 3 has
above-average scores for the ‘affiliative’ and ‘self-enhancing’
sub-scales while below-average for the ‘self-defeating’ and
‘aggressive’ sub-scales. Interestingly, the properties of these
three clusters are strikingly similar to those discovered in prior
studies [12, 23]. We therefore followed Leist and Müller [23]
and named the three clusters: ‘humor endorsers’ (N=55), ‘hu-
mor deniers’ (N=42), and ‘self-enhancers’ (N=55).

Table 1: Z-scores of the cluster means along the four dimen-
sions of humor.

Cluster 1 Cluster 2 Cluster 3
Endorsers Deniers Self-enhancers

Affiliative 0.31 -1.16 0.52
Self-enhancing 0.25 -1.12 0.55
Self-defeating 0.75 -0.40 -0.59
Aggressive 0.74 -0.17 -0.75

After clustering participants, we tested whether there were
any group differences in photo-sharing preferences. To an-
alyze photo-sharing likelihood as a function of humor type,
we used a mixed linear model with ‘sharing-likelihood’ as
the dependent variable and ‘photo valence’, ‘humor type’,
and their interaction terms as the predictors. We controlled
for ‘gender’, ‘age’, ‘number of social media accounts’, and
‘photo-sharing frequency’. All pairwise comparisons (with
appropriate method for p-value correction) were performed
using the estimated means obtained from this model.

To examine the extent to which meme-sharing behaviors
under the controlled experimental setup generalize to photo-
sharing behaviors in real life, we computed how a participant’s
average meme-sharing likelihood correlates with their past
history of sharing others’ photos. Finally, we conducted a
chi square test-of-independence to determine if there is any
association between ‘humor type’ and past history of sharing
sensitive photos of others by coding the responses (‘Yes’ = 1,
‘No’ = 0; ‘Maybe’ responses were ignored for this analysis).

4 Findings

Finding 1. People who frequently use humor (i.e., humor
endorsers) were significantly more likely to share memes
with very negative valence than others.

The analysis of variance on the linear mixed model re-
vealed a significant effect of ‘humor cluster’ on meme-sharing
likelihood (F(2,436) = 8.68, p < 0.001), which was moder-
ated by ‘photo valence’ (F(6,42292) = 4.7, p < 0.001). This
indicates that participants in different humor clusters exhib-
ited different sharing preferences, which further depended on
the photo-valence (as illustrated in Fig. 1). Pairwise com-
parisons revealed that for ‘very negative’ photos, ‘humor
endorsers’ demonstrated significantly higher sharing likeli-
hood (M = −0.85, SE = 0.165) than both ‘self-enhancers’
(M = −1.66, SE = 0.14) and ‘humor deniers’ (M = −1.45,
SE = 0.150), p= 0.03 and p< 0.0001, respectively. All other
comparisons were non-significant. In summary, humor en-
dorsers were more likely to share memes that negatively
portray other people and thus threaten their privacy.

Finding 2a. Participants’ meme-sharing likelihood was
significantly correlated with their past history of photo-
sharing behaviors on social media.



Figure 1: Mean and 95% CI of sharing likelihood.

We found a significant correlation between participants’
likelihood of sharing photos during the study and their past
history of sharing embarrassing photos of people they know
(question Q1, r = 0.16, p < 0.0001) and strangers (ques-
tion Q2, r = 0.23, p < 0.001). But photo-sharing likelihood
during the study was not significantly associated with real-life
sharing of photos that may have violated strangers’ privacy
(question Q3, r = 0.11, p > 0.05).

Finding 2b. Past history of sharing privacy-sensitive
photos of other people on social media was significantly
associated with participants’ humor type. Humor en-
dorsers shared embarrassing and privacy-violating pho-
tos of others more than expected.

Chi square tests-of-independence revealed a significant as-
sociation between ‘humor type’ and photo-sharing history.
More specifically, membership in a ‘humor cluster’ was sig-
nificantly associated with past behavior of sharing embarrass-
ing photos of familiar people (χ2(2) = 18.12, p < 0.0001),
sharing embarrassing photos of strangers (χ2(2) = 13.5,
p < 0.001), and sharing photos of strangers that may have
violated their privacy (χ2(2) = 7.30, p < 0.05). To examine
the nature of these differences more closely, we plotted the
expected frequency of sharing privacy-sensitive photos as-
suming there was no association between humor type and
sharing preference, along with the observed frequencies (i.e.,
the actual sharing data reported by the participants) in Fig. 2.

In all cases, ‘humor endorsers’ shared others’ embarrass-
ing and privacy-violating photos more than expected. These
results are consistent with their meme-sharing behavior dur-
ing the study: ‘humor endorsers’ chose to share memes that
portray others negatively (hence more privacy-sensitive) sig-
nificantly more than ‘self-enhancers’ and ‘humor deniers’
(Finding 1).

5 Conclusions

Sharing photos of strangers on social media, often accompa-
nied by defaming text captions, pose significant privacy risks
to the photo-subjects who have no means to prevent such
acts. In this paper, we studied the association of individual

(a) Question Q1

(b) Question Q2

(c) Question Q3

Figure 2: Expected and observed number of ‘Yes’ response
when study participants were asked whether they have shared
embarrassing or privacy-violating photos of other people.

humor style with photo-sharing behaviors. We found that the
study participants who use humor more aggressively or as
self-deprecation more frequently than average (‘humor en-
dorsers’) were more likely to share photos of strangers that
depict the photo-subjects negatively. Our study also provides
evidence that humor style dictates photo-sharing activities in
real life. We hope these findings will be valuable in design-
ing personalized interventions to raise awareness among the
photo-sharers about the consequences of their actions and
encourage them to adopt privacy-respective and pro-social
behaviors.
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