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Motivation

Open data, even after anonymized,
are vulnerable to disclosure risks!
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Motivation

Key Contributions

> Conducted red teaming exercise, report some of the
disclosure examples and understand the possible attack
scenarios into the open data ecosystem

> Developed a visual analytic tool PRIVEE to analyze the open
datasets for further disclosures
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Visual Analytic Interventions

Visual Analytic Interventions in PRIVEE
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Visual Analytic Interventions

PRIVEE Interface demonstration

PRIVEE

Link: https://voutu.be/61BmGHceC s



https://youtu.be/61BmGHceC_s

Future Work

Future work

Explore joinability risks beyond a pair of datasets

Increase on the number of datasets available along with the increase in the computation power

Understand privacy risk from the data subjects’ perspective

Evaluate the impact of PRIVEE with data custodians and cyber defenders



Future Work
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