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Future Work

® Focus Groups informed the design of an online, anonymous survey that will be
Dyl sent to a broader population of government organizations.
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Anticipated Contributions

Inform the creation of resources: | Contribute to update of U.S. Findings may be transferable to
successful practices & lessons Government guidance on other sectors.

learned, repositories & sharing security awareness programs.
forums.




